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Abstract 
The growth of the Internet of Things (IoT) to be implemented for smart homes still increases. In the smart 
home area, the IoT has a task to control every electricity automatically. Not only that, the IoT gives the 
convenience for users to control manually all the electricity in their homes remotely. One of the important 
things that makes the IoT concept very needed in smart homes can be used to monitor the environment 
through sensors. The sensor can also be utilized for security systems, especially to monitor the presence of 
intruders. In the previous research, several ways to provide more protection in the room are by changing 
the door lock from mechanical conventional to automatic. A Keypad module for typing passwords and 
biometric recognition was also proposed to secure the door. The room’s monitoring system based-on 
camera for object detection was also proposed. By using the camera to detect an intruder, it needs huge 
computational resources. The detection times were also considered. To provide the fastest and low-cost 
model to detect the presence of intruders this study proposes a security monitoring system based on IoT 
composed of edge devices based on ESP8266 that are equipped with an ultrasonic sensor of HC-SR04 as an 
input sensor, and for the user Interface the based-on Java application is included. The ultrasonic sensor is 
used to measure a distance. When the intruder is assumed to pass through the front of the ultrasonic sensor, 
the edge device will read the change in distance and send the warning signal to the monitoring system based 
on Java. With a satisfactory result, this model can detect the presence of intruders with a speed of only 
274.798 milliseconds. 

Keywords: object detection; smart room; ESP8266, ultrasonic sensor, Redis, Java, JSON Arduino. 

 

1. Introduction 

In the modern era, where technology is growing fast, now every house is equipped with IoT technology, 
which makes every piece device in the house and environment can act automatically, smartly, and securely [1], it 
is referred to as a smart home system [2]. The research of smart home system covers several sub research i.e., the 
health of monitoring system that can be used to oversee the patient [3], the monitoring of mental older person [4], 
the monitoring of rooms temperature [5]. The monitoring of electricity consumption [6], Security access for door 
lock system [7], intruder detection [8][9][10], etc. By specific the intruder detection system is still challenging 
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even though could handle by the research of door lock systems. The intruder still has the possibility to penetrate 
the room from window, roof, and other way. The one way to minimize an intruder to access into room is by giving 
an alarm notification. The security system to identify an intruder that doesn’t have access to specific rooms and 
environments is needed to facilitate centralized monitoring convenience [9].  

A recent study about intruder detection has been proposed by using the combination of web camera sensor, 
Raspberry Pi 3B+, and YOLO V3 framework algorithm that installed into Raspberry [11]. The total time required 
to detect is 49.673 seconds. Inspired by research about intruder detection that has been proposed before [11], this 
study proposed a framework based on IoT that can detect someone’s presence in the room. The proposed method 
is composed of three parts. The first was an edge device that was put in a specific room or near the door. The edge 
device utilizes an ESP8266 as a core microcontroller. The ultrasonic sensor with the series of HC-SR04 was also 
included and connected to ESP8266, which functions as distance sensor. The second part was a monitoring system 
that functioned as a user interface. The monitoring system was developed by using a Java programming language. 
The reason for the Java application was used in this study is the Java programming language has fast performance 
for time execution especially in recursive operation [20]. In the third part of this study, the Redis no SQL databases 
were also proposed as the coupling between the edge devices with Java applications. Redis utilizes random-access 
memory (RAM) as its main memory environment. Every request both published and subscribed to by the client 
application to the server can be handled directly to RAM. It is possible to make the read and write data can fastest 
[17]. The objective of this study is to propose the framework for intruder detection, where the advantage of this 
proposed method is can detect an intruder by using low-cost component and fastest detection. With the maximum 
time detection was 27479,8 microseconds or 274.798 milli second the proposed framework can detect faster than 
previous research that has been proposed using computer vision technique [11]. 

2. Study Literature 

Study literature related to IoT devices has been explained in detail by Schiller et al [12]. The Schiller in their 
research talks about several sensors that can be utilized in IoT architecture, for example for wireless data 
communications several devices that can be used are IPv6 over Low-power Wireless Personal Area Networks 
(6LoWPAN), Thread, Berkeley Low-power IP stack (BLIP), Constrained Application Protocol (CoAp or ZigBee) 
& Message Queuing Telemetry Transport (MQTT), and Graphite open-source data storage platform (Grafana). 
6LoWPAN worked on IPv6 upon the User Datagram Protocol (UDP) transport layer. The thread is worked on 
IEEE 802.15.4 on 6LoWPAN architecture. The thread is commonly used on Personal Area Networks (PAN). The 
BLIP can work on TCP or UDP transport layer. CoAp & MQTT is a choice of the lightweight communication 
protocol to send (publish) and receive (subscribe) the data. To receive the data, Grafana as a graphical of dashboard 
display can be joined with the MQTT protocol. 

The attack recognition system on the edge device has been proposed to classify which edge point that 
suspected as a threat in a mass of networking systems. Several machine learning algorithms were used to evaluate 
which algorithm of machine learning (as an example, J48, Naïve Bayes, Multilayer Perceptron, and Multinomial 
logistic regression) is more robust and suitable to classify the edge devices that potentially be a threat [13]. The 
research focused on human activity recognition has been conducted, where all the sensor data is classified using 
a deep learning algorithm to recognize human activity up to a fine-grained level [14].  

The wireless sensor network (WSN) is a device that is equipped with the sensor to monitor physical 
environment. The WSN devices will read the environment and publish the data to server or other devices through 
a network. The WSN has an issue of attacked possibility by a hacker to make a false diagnosis against reality's 
condition. The research that proposed by Yadav et al [15], is tried to detect pre-hacking that attempted to WSN 
peripherals by using an artificial intelligence of deep learning algorithm. Other research to secure the physical 
devices likes computing, network devices was also conducted [16]. 

The NoSQL database promises how fast the throughput transfer rate of data is compared with the Relational 
Database Management Systems (RDBMS) platform. It is caused by the NoSQL database working in RAM 
hardware and the RDBMS access directly to the hard drive. The throughput benchmark to get information on how 
fast between two NoSQL platforms has been conducted by [17]. Redis and HBase are two platform NoSQL 
databases that are to be object measurement. The Yahoo Cloud Serving Benchmark (YCSB) was the platform 
used to measure the performance speed between that product.  

The ubiquity of Arduino especially for Node MCU ESP8266 has been to be a main component that always 
used among hobbies, academics, and industries to develop many projects related to IoT devices [18][19]. The 
microcontroller of ESP8266 has also equipped with wireless communication protocol that can be used to 
communicate with other devices and other infrastructure [19]. 
A comparison of several famous programming languages, namely C, Java, Python, and MATLAB has been 
conducted by Cubukcu et al [20]. Their research tried to find the best algorithm with criteria for the fastest 
calculation, especially for recursive programming. The Fibonacci and Hanoi’s Towers algorithm as test cases was 
used. The fact found that Java algorithms give satisfied time execution with a score of 15.4 seconds faster than C. 
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3. Proposed Method 

To propose the security monitoring system that has advantage on fast detection and low-cost component, 
this study proposed the framework that can be seen in Fig. 1. The proposed framework is composed of edge device, 
cloud server application and monitoring system. The edge device is equipped with a single sensor of HC-SR04 
ultrasonic sensor. The edge device uses an ESP8266 as core microcontroller, that has task to manage the sensor’s 
data, and data synchronize to the cloud server through Wi-Fi protocol. In the cloud server was also installing the 
Redis no SQL databases. Redis acts as application programming interface (API) that has task to handle the publish 
and subscribe request from client devices. And the last part is a monitoring system that is composed of desktop 
application based-on Java programming languages, and MySQL databases. The monitoring system is a user 
interface that has the function as the main interface to control and monitor every edge device. The SQL databases 
were installed in local database that has a task to store every event, when the edge device detects an intruder. 

 
Fig. 1. Overall diagram of low-cost security monitoring system by using an ultrasonic sensor. 

3.1.  Input 

The input uses an ultrasonic sensor that is used to measure the distance. The series of ultrasonic sensors is 
HC-SR04. This sensor was equipped with 4 pins which consisted of Voltage Common Collector (VCC), trigger 
(TRIG), ECHO and ground (GND). The HC-SR04 is an ultrasonic sensor that generally can be used to measure 
distance without contact to object in a range minimum between 2 cm (centimeters) to a maximum distance of 400 
cm [21]. The sensor emitted the sound with a frequency greater than 20 Kilo Hertz (KHz), where the sound can’t 
be heard by humans. The sensor is equipped with a pair of ultrasonic transducers. The one transducer acts as a 
transmitter that converts the electrical signal produced by microcontroller devices into ultrasonic sounds that work 
on a 40 KHz frequency. The sensor works well on a voltage of 5 volts with a current is 15 mA (Milliampere) for 
operation [22]. The ultrasonic sensor is connected directly to Node Micro Controller Unit (MCU) ESP8266 with 
the detail of the pin's attachment can be seen in Table 1. As a power supply input pin (VCC) for HC-SR04 is 
obtained from the 3v3 ESP8266’s pin. GND of HC-SR04 pin connected to ESP8266’s GND. TRIG’s pin of HC-
SR04 connected to General Purposes Input Output (GPIO) pin 12 on ESP8266, and the ECHO’s pin of HC-SR04 
connected to pin 14 on ESP8266. 

LED 1 

LED 2 

LED 3 

Buzzer 

OUTPUT 

EDGE DEVICES 
ESP8266 

Cloud Server 
Redis Installed 

INPUT 

MONITORING 
SYSTEM 

Local Database 
SQL Server 
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Table 1. Pin’s attachment between ultrasonic sensor with Node MCU ESP8266. 

Ultrasonic Sensor HC-SR04 Pins Node MCU ESP8266 Pins 
VCC 3v3 
GND GND 
TRIG GPIO pin 12 
ECHO GPIO pin 14 

3.2.  Edge devices by ESP8266 

The ESP8266 is a microcontroller board that is equipped with a wireless communication network based on 
802.11 b/g/n Wi-Fi protocols. The power work for ESP8266 is between 3.0 volt to 3.6-volt direct current (DC). 
The ESP8266 is designed for mobile project purposes, so the ESP8266 still can operate well between 56 milli 
Ampere (mA) to 170 mA in conditions connected to the access point. This controller board has been used in many 
projects, for example for home control automation [23][24], smart grid system to support energy harvesting 
[25][26][27], smart medicine [28][29], and other interesting projects. 

3.3. Output 

The output devices that are connected directly to ESP8266 are light emitting diode (LED) 1, LED 2, LED 3, 
and buzzer speaker. LED 1 is a red color. LED 2 is a green color, and LED 3 is a yellow color. LED 1 functions 
as an indicator that will turn light red when the ESP8266 doesn’t connect to the monitor system. LED 1 is attached 
to GPIO port 5 on the ESP8266. LED 2 will turn green light if the ESP8266 is connected to monitor system apps. 
LED 2 is connected to GPIO port number of 4 on the ESP8266. LED 3 will turn to a blinking yellow light if the 
ultrasonic sensor of HC-SR04 detects an object that is approaching the sensor. LED 3 is connected to GPIO pin 
number of 15 on the ESP8266, and the buzzer speaker attached to the ESP8266 as an additional audio indicator 
will turn on when the object (intruder) catches approach the sensor. The buzzer speaker is connected to GPIO pin 
number 13 on the ESP8266. The detail of every pinpoint connection between Node MCU ESP8266 and several 
output devices can be seen in Table 2. All the output devices that are connected to Node MCU ESP8266 use a 
common cathode or connecting the cathode pin to ground terminal. 

Table 2. Pin’s attachment between Node MCU ESP8266 with several output devices. 

Node MCU ESP8266 Pins Output Devices 
GPIO pin 5 LED 1 (Red) 
GPIO pin 4 LED 2 (Green) 
GPIO pin 15 LED 3 (Yellow) 
GPIO pin 13 Buzzer Speaker 

3.4. Cloud server 

The cloud server is a concept for services that provides a computational resource, complete with static 
internet protocol so that the client devices can be connected or accessed to the server through the internet and an 
uninterrupted electricity guarantee that will keep the server always on [30]. Cloud servers also can be in a virtual 
service form [31]. The cloud server will be an intermediary of data transfer from ESP8266 to monitoring systems 
and vice versa. So that the cloud server can be used to central intermediary data, the cloud server needs to install 
Redis. Redis is a no SQL database that is commonly used to cache the data from the SQL database and then loaded 
into RAM (random access memory). Redis also can be used as a message broker that has the ability to publish 
and subscribe the JavaScript Object Notation (JSON) data between edge devices to the server or vice versa be 
high-speed in less than 0.5 seconds [32]. The default port communication for Redis is 6379. 

3.5. Monitoring system 

There are so many programming languages that can be used to develop programs, especially to build an 
application based on desktop environment [20]. One of them is a Java programming language. Java programming 
can be done by using an integrated development environment (IDE) based on Apache NetBeans. The reason to 
use an Apache NetBeans for programming IDE is in Apache NetBeans, there is contains a compiler system like 
MAVEN was integrated that has tasks to give the convenience for compiling the Java application [33]. Fig. 2 is an 
example of a monitoring system designed to monitor 3 sensors, there are to monitor the sensor that located in 
room 1, room 2, and room 3. 
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Fig. 2. Security monitoring system based on Java application. 

3.6. Local Database SQL Server 

In the database there are 4 tables. That is table of data_edge, data_status, data_detection, and 
data_stop_alarm. The attributes that are contained in data_edge table are pk_edge, id_label, and id_edge. 
Data_edge table is used to store the information related to the id_edge on every sensor device which has unique 
characteristics that associated with id_label on monitoring system that displayed in Fig. 2. The Table 2. Is the 
detail of databases attribute that used in this study. The attributes of pk_edge, pk_status, pk_detection, and pk_stop 
is used to store the primary key that is formatted as integer and filled by auto increment. Fig. 3 is the brief 
visualization of entity relationship diagram databases, which is a summary of the Table 3. 

Table 3. Detail of attribute database that used in monitoring system. 

Table Name Attribute Type of Data Size of Data 
data_edge pk_edge Auto increment of integer - 

id_label Varchar 25 
id_edge Varchar 25 

data_status pk_status Auto increment of integer - 
fk_edge Integer of foreign key from pk_edge’s attribute from data_edge’s table. - 
status Tiny integer 1 

data_detection pk_detection Auto increment of integer - 
fk_status Integer of foreign key from pk_status’s attribute from data_status’s table. - 
time Time - 
date Date - 
time_stamp Double integer - 
alert Tiny integer 1 

data_stop_alarm pk_stop Auto increment of integer  
fk_detection Integer of foreign key from pk_detection’s attribute from data_detection’s 

table. 
- 

date Date - 
time time - 
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Fig. 3. Entity relationship diagram (ERD) of intruder detection databases. 

 

3.7. Sequence diagram 

 
Fig. 4. Sequence diagram of the overall proposed method. 

 
The sequence diagram is a visualization technique that is used to show the flow of how every actor and 

object works and communicates together [34]. Fig. 4 describes the overall sequence process of how the proposed 
model interact with each other state. The actors are intruders and security people. The ultrasonic sensor and 
ESP8266 module are integrated in one unit. The ESP8266 acts as edge device and Java apps acts as monitoring 
systems. The security person is always on guard in front of Java Apps. The ESP8266 always communicates with 
Java apps that are initiated by Redis Server. The communication between ESP8266 and Java Apps is 
asynchronous. The detail of how the sequence diagram talks, will be explained as follows: 

3.7.1. Closer to the sensor 

Is the condition of the intruder walking close to the ultrasonic sensor. The limit distance is set to maximum of 10 
centimeters. When the intruder’s position is near in range of fewer than 10 centimeters against to sensor, the 
system will activate an alert in the form of sound and visual both on the edge device of ESP8266 and monitoring 
system. 

Ultrasonic 
Sensor 

Redis Server Java Apps Security Intruder 

1. Closer to 
the sensor 

ESP8266 

2. Send the 
sensor data 

3. Send Status 
& alert data 

4. Display  
Status & alert 
data

5. Receive 
Status & alert 
data 

7. Checking  
location 

8. Turn Off 
The Alarm 

6. Activate   buzzer 

9. Deactivate 
buzzer 
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3.7.2. Send the sensor data 

Basically, the ultrasonic sensor will send the data continuously to the ESP8266 microcontroller module through 
a wire cable connection. 

3.7.3. Send status and alert data 

When the intruder is detected by the ultrasonic sensor by distance, the ESP8266 module will send an alert 
notification to the cloud server that is handled by Redis Server. The connection between Node MCU ESP8266 
with Redis server is two-way communication. The Redis server works as central communication that bridges data 
exchange between the ESP8266 with monitoring system. All the communication data between ESP8266 with the 
monitoring system is wrapped in JavaScript Object Notation (JSON)’s format. 

3.7.4. Display status and alert data 

ESP8266 will publish the data continuously to the Redis server. The data consists of life status and alert 
notifications. The monitoring system based on the Java application will subscribe to the data information which 
is on the Redis server. When no intruder is in front of the sensors the alert data is set to 0. And the live status of 
ESP8266 will send the number 1 to indicate the ESP8266 is live. 

3.7.5. Receive status and alert data 

The monitoring system is programmed using a Java application. The app is used to monitor the condition of every 
sensor. The monitoring system is monitored manually by security people. The monitoring system will 
continuously subscribe to the data from the Redis server. The data consists of life status, distance, date, time, and 
time stamp from every node sensor. In the scenario the node sensor detects the intruder, the monitoring system 
will display the warning notification on the monitor computer, so the security personnel will check the room 
directly to see that there is an intruder identified. 

3.7.6. Activate buzzer 

When the intruder is monitored by the monitoring system, due to approaching the sensor, the monitoring system 
will send a command of signal alert to activate a buzzer speaker that attached in ESP8266. The alert data is 
wrapped in JSON format and sent to the Redis server. Be continuously the ESP8266 not only publish the several 
data like time and distance, but also the ESP8266 actively subscribe the alert information that sent by monitoring 
system to Redis server. 

3.7.7. Checking Location 

When the alarm system is on, the security personnel will check the point location to ensure that condition where 
the sensor is located. After that the security personnel can turn off the alarm notification by clicking the button 
which is on the monitoring system. 

3.7.8. Turn off the alarm 

The user or security personnel have access to turn off the alarm system, by clicking the button that provides in the 
java monitoring system application. Immediately the monitoring systems will send the signal data to turn off the 
speaker buzzer on Node MCU ESP8266. All the data transmission is bridged by the Redis server. 

3.7.9. Deactivate buzzer 

If the monitoring system is in an alert mode, and the stop alarm’s button is pressed, the monitoring system will 
send a command to turn off the buzzer speaker. 

4. Experiment 

4.1. Prepare the server 

In this experiment the server that was used has specifications as follows; the processor uses intel Xeon CPU 
E5-2695 v2 @ 2.4 GHZ, The RAM is 1 GB. The operating system that is used was Ubuntu 20.04.5 LTS with the 
Linux Kernel version is 3.10.0-1160.53.1.vz7.185.3. of Architecture x86-64. In the server was also installed the 
Redis application to handle the no SQL databases of client server services. 

4.2. Built an edge devices 

Several third-party libraries for ESP8266 were installed into the Arduino integrated development 
environment (IDE), i.e., ArduinoJson.h, NTPClient.h, and Redis.h. ArduinoJson.h is the library that can be used 
to wrap several variables to be JSON formatted with key and value. After the data that composed of variable and 
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value wrapped into JSON formatted, after that the data can be sent to other devices through wire able or wireless 
communication schema. The NTPClient.h was used to get the information about the date and time by real-time 
from internet directly. Redis.h is the library that contains some rules to communicate with Redis server, both for 
publish nor subscribe. Fig. 5 is the wire installation of buzzer speaker, two light emitting diodes, and one unit of 
ultrasonic sensor that paired with ESP8266 module. 

 

 
Fig. 5. Edge devices are based on ESP8266, equipped with ultrasonic sensor of HC-SR04 to measure the distance and speaker buzzer as an 

output in form of sound. 

4.3. Built The Monitoring System 

The java compilers that used in this experiment was Apache NetBeans IDE 17. The reason of NetBeans IDE 
was used in this experiment is because the ease of use especially in use of JFrame Form [35]. The NetBeans 
provide convenience to do drag and drop activity for swing containers, swing controls and other swing menus in 
design mode. 

5. Result and Discussion 

This study the edge device that was used for experimental is one device. On the monitoring system program, 
the threshold distance of edge devices was set to 25 centimeters (cm). So, when the intruder approach to edge 
device’s sensor less than 25 cm, the monitor system will save the incident in the form of date, time, and time 
stamp to the MySQL databases. The total experiment was done as many 10 times to simulate the intruder approach 
to the sensor. 

The Fig. 6 a., Fig. 7 a., and Fig. 8 a. are the edge devices that derive from the Fig. 5 packed into one box. The 
Fig. 6 a. is a condition when the edge devices not yet associated with monitoring system that displayed in Fig. 6 
b., so the indicator light emitting diode lighting red. 
Edge device that displayed in Fig. 7. a., its light emitting diode lighting green because the device has registered 
in monitoring system that displayed in Fig. 7 b. When the edge devices turned on, by automatically every edge 
device will send the number sensor identification to the monitoring systems. Fig. 7 b. is an example of the 
monitoring system that has registered to edge devices, which have the sensor id containing iot_1 value. After the 
sensor id registered to monitoring system, the signal’s label on monitoring system will lighting green. The Fig. 8 
a. and  Fig. 8 b. is the condition when the edge devices detect an intruder. The red label warning will turn on give 
the information to user that there is something that approaches the sensor. The Fig. 8 is used to measure the 
duration between the edge device detect the intruder and send the data to monitoring system application, and the 
result presented in Table 4. 
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a b 

Fig. 6. a. The edge device not registered to monitoring system yet indicated by light emitting diode lighting red, b. The monitoring system is 
not registered to the edge device yet. 

a b 

Fig. 7. a. The edge device condition connected and monitored by the monitoring system indicated the light emitting diode lighting green, b. 
The monitoring system was registered to the edge devices. 

a b 

Fig. 8. a. The edge device detects an intruder, b. The monitoring system receives a signal from the edge devices that suspect the existence of 
an intruder. 

As shown in Table 4, there are some columns that consist of pk_detection, date, time, and time_stamp. The 
pk_detection is used to store the primary key in the database. The date and time column are used to store the time 
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of when the edge devices detect the intruder, and the time_stamp’s column is used to store how long the edge 
devices process the presence detection and send the data to the Redis cloud server. In the 10 times experiments to 
detect the intruder, the average time stamp obtained 27479,8 microseconds. 

Table 4. The data that is obtained when the edge devices detect the presence of the intruder. 

pk_detection date time time_stamp 
11 2023-06-22 21:09:05 21548 microseconds 
12 2023-06-22 21:09:16 22258 microseconds 
13 2023-06-22 21:09:25 45498 microseconds 
14 2023-06-22 21:09:37 24197 microseconds 
15 2023-06-22 21:09:47 24277 microseconds 
16 2023-06-22 21:09:59 21736 microseconds 
17 2023-06-22 21:10:18 34167 microseconds 
18 2023-06-22 21:10:30 21445 microseconds 
19 2023-06-22 21:10:47 37214 microseconds 
20 2023-06-22 21:11:00 22458 microseconds 

Time stamp average 27479,8 microseconds 

 
The final stage of this study is compared to the previous research that use a webcam as a sensor, Raspberry 

as an edge device, and Yolo for the core algorithms to detect the intruder that has been proposed before [11]. The 
comparison target is the time required to detect an intruder. As a result, the method that is presented in this study 
gives a satisfactory result, especially in speedy time. The time to detect an intruder in this study is 27479,8 
microseconds, faster than the previous method which takes a time of 49.673 seconds [11]. The table of comparison 
that has been narrated in detail can be seen in Table 5. 

Table 5. Comparison time performance with identified study. 

Study 
Identification 

Sensor 
Devices 

Edge Devices Algorithm Notification Speed Time 
Average 

Computer 
vision method 
[11]  

Webcam Raspberry Pi 
3B+ 

Yolo V3 Telegram 49.673 seconds 

Proposed 
method 

Ultrasonic 
HC-SR04 

Node MCU 
ESP8266 

Threshold 
distance 

Buzzer and 
Monitoring system 
remotely based on 
Java application. 

27.479,8 
microseconds 

6. Conclusion 

In this study, the low cost of the monitoring system has been explained. Several architectures were also 
included. They are grouped into three sections. The edge device is based on an ESP8266 microcontroller that is 
equipped with an ultrasonic sensor of HC-SR04 to detect an intruder. On the middle architecture, the no SQL 
databases of Redis that were installed on the cloud server were also used. For the last part that acts as a user 
interface, the application based on the desktop that was built by using Java programming language was also 
proposed. The model proposed in this study works to measure the distance change that happened in front of the 
ultrasonic sensor as a result that an intruder comes closer. In this study it is possible to add more edge devices to 
be placed at several points that want to be monitored. Between the edge devices and monitoring system connect 
each other mediated by Redis API. For evaluation, the 10 times of simulations attempted to measure the times 
required from the edge devices to send the signal to the monitoring system. The satisfactory result shows that for 
detecting an intruder, it just takes 27479,8 microseconds times faster than by using Raspberry Pi equipped with a 
web camera sensor that has been proposed by other researchers before. 
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